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Topic: Offenses against the protection of information 

Activity 

Goal/Aim 
The activity will help to consolidate / learn habits that will protect against threats lurking in 
the network, such as the use of strong passwords, methods of creating strong passwords. 

Duration approximately 30 minutes 

Objectives 
To find out what is the knowledge of participants about the use of strong passwords, share 
knowledge about how to create strong passwords. 

Needed materials Phone / tablet / computer with Internet access, cards, markers 

Instructions 

- Ask the participants to write a sample password on the cards (up to 1 minute), 
- Provide guidance on building strong passwords as recommended by cybersecurity 

specialists 
- On the basis of the information provided, ask the participants to construct a strong 

password, which they will write on the cards according to the jointly agreed 
parameters, e.g .: 
1. The minimum number of characters, e.g. 12 
2. At least 2 digits 
3. Required special characters 
4. It is not possible to use characters that are next to each other on the keyboard (eg 
qwerty, 123456, qweasd). 
(up to 5 min) 

- Prepare on the blackboard two headings: password 1 | password 2 
- Ask the participants to write down both of the created terms in the appropriate 

columns on the board 
- Have a group discussion about techniques for building strong and memorable 

passwords (up to 15 minutes). 

 


